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management and protection, but would
provide fewer visitor services. There
would be no reconstruction and the
boundary would not be enlarged from
that authorized. There would be no
shuttle service.

The environmental consequences of
the alternatives are fully documented.
No significant adverse impacts are
anticipated.
SUPPLEMENTARY INFORMATION: Written
comments on the DGMP/EIS should be
directed to the Superintendent,
Manzanar National Historic Site, P.O.
Box 426, Independence, California
93526–0426. Comments on the DGMP/
EIS must be received by May 3, 1996.
Public meetings on the draft plan will
be held as follows:
March 12, 7:00 P.M., Bishop City Council

Chambers, 301 W. Line St., Bishop,
California

March 13, 7:00 P.M., American Legion Hall,
205 S. Edwards St. (U.S. 395),
Independence, California

March 15, 7:00 P.M., Gardena Valley
Japanese Cultural Institute, 16215 S.
Gramercy Place, Gardena, California

March 16, 2:00 P.M., Japanese-American
Cultural and Community Center, 244 S.
San Pedro St., 2D Floor, Rooms A & B, Los
Angeles, California

Inquiries on and requests for copies of
the DGMP/EIS should be directed to
Manzanar National Historic Site,
address as above, or by telephone at
(619) 878–2932.

Dated: February 7, 1996.
Stephen S. Crabtree,
Field Director, Pacific West Area.
[FR Doc. 96–3612 Filed 2–16–96; 8:45 am]
BILLING CODE 4310–70–P

Bureau of Reclamation

Central Valley Project Improvement
Act, Criteria for Evaluating Water
Conservation Plans

AGENCY: Bureau of Reclamation,
Interior.
ACTION: Notice of draft decision of
evaluation of water conservation plans.

SUMMARY: To meet the requirements of
the Central Valley Project Improvement
Act (CVPIA), the Bureau of Reclamation
(Reclamation) developed and published
the Criteria for Evaluating Water
Conservation Plans (Criteria) dated
April 30, 1993. These Criteria were
developed based on information
provided during public scoping and
public review sessions held throughout
Reclamation’s Mid-Pacific (MP) Region.
Reclamation uses these Criteria to
evaluate the adequacy of all water
conservation plans developed by project

contractors in the MP Region, including
those required by the Reclamation
Reform Act of 1982. The Criteria were
developed and the plans evaluated for
the purpose of promoting the most
effective water use reasonably
achievable by all MP Region’s
contractors. Reclamation made a
commitment (stated within the Criteria)
to publish a notice of its draft
determination on the adequacy of each
contractor’s water conservation plan in
the Federal Register and to allow the
public a minimum of 30 days to
comment on its preliminary
determinations. This program is on-
going; an updated list will be published
to recognize districts as plans are
revised to meet the Criteria.
DATES: All public comments must be
received by Reclamation by March 21,
1996.
ADDRESSES: Please mail comments to
the address provided below.
FOR FURTHER INFORMATION CONTACT:
Debra Goodman, Bureau of Reclamation,
2800 Cottage Way, MP–402,
Sacramento, CA 95825. To be placed on
a mailing list for any subsequent
information, please write Debra
Goodman or telephone at (916) 979–
2397.
SUPPLEMENTARY INFORMATION: Under
provisions of Section 3405(e) of the
CVPIA (Title 34 of Public Law 102–575),
‘‘The Secretary [of the Interior] shall
establish and administer an office on
Central Valley Project water
conservation best management practices
that shall * * * develop criteria for
evaluating the adequacy of all water
conservation plans developed by project
contractors, including those plans
required by section 210 of the
Reclamation Reform Act of 1982.’’ Also,
according to Section 3405(e)(1), these
criteria will be developed ‘‘* * * with
the purpose of promoting the highest
level of water use efficiency reasonably
achievable by project contractors using
best available cost-effective technology
and best management practices.’’

The MP Criteria states that all parties
(districts) that contract with
Reclamation for water supplies
(municipal and industrial contracts
greater than 2,000 acre feet and
agricultural contracts over 2,000
irrigable acres) will prepare water
conservation plans which will be
evaluated by Reclamation based on the
following required information detailed
in the steps listed below to develop,
implement, monitor and update their
water conservation plans. The steps are:
1. Coordinate with other agencies and

the public
2. Describe the district

3. Inventory water resources
4. Review the past water conservation

plan and activities
5. Identify best management practices to

be implemented
6. Develop schedules, budgets and

projected results
7. Review, evaluate, and adopt the water

conservation plan
8. Implement, monitor and update the

water conservation plan
The MP contractors listed below have

developed water conservation plans
which Reclamation has evaluated and
preliminarily determined meet the
requirements of the Criteria.

• Chowchilla Water District.
• Feather Water District.
• Panoche Water District.
Public comment on Reclamation’s

preliminary (i.e., draft) determinations
at this time is invited. Copies of the
plans listed above will be available for
review at Reclamation’s MP Regional
Office and MP’s area offices. If you wish
to review a copy of the plans, please
contact Ms. Goodman to find the office
nearest you.

Dated: February 7, 1996.
Franklin E. Dimick,
Assistant Regional Director.
[FR Doc. 96–3616 Filed 2–16–96; 8:45 am]
BILLING CODE 4310–94–M

DEPARTMENT OF JUSTICE

[AAG/A Order No. 116–96]

Privacy Act of 1974; Modified Systems
of Records

Pursuant to the Privacy Act of 1974 (5
U.S.C. 552a) and the Office of
Management and Budget Circular No.
A–130, notice is given that the
Department of Justice (DOJ), Federal
Bureau of Investigation (FBI), is
modifying the following system of
records which was last published in the
Federal Register on November 26, 1990
(55 FR 49174) under the title,
‘‘Identification Division Records
System’’: The new title is: Fingerprint
Identification Records System (FIRS)
(JUSTICE/FBI–009).

The FIRS is maintained for law
enforcement purposes to collect
criminal fingerprints and charge/
disposition information for Federal and
State offenses and to disclose this
information to authorized criminal
justice and noncriminal justice agencies.
The FBI is modifying FIRS to more
specifically identify and define these
disclosures.

The FBI is also modifying FIRS to
indicate its intention to promulgate
some changes with respect to the
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exemption of FIRS under the Privacy
Act. Specifically, the FBI intends to
remove the exemption from subsection
(f) because the FBI is in compliance
with this provision, and therefore the
exemption is unnecessary. In addition,
the FBI will add subsection (k) as an
additional Privacy Act authority
permitting the exemption of FIRS from
specific Privacy Act provisions. The
proposed changes will soon be
promulgated in the ‘‘Proposed Rules‘‘
Section of the Federal Register as part
of an overall review of the exemptions
the FBI has claimed for its systems of
records. At that time, as appropriate, an
opportunity to comment on any new
exemptions will be provided.
Exemption pursuant to subsection (k)
will not be effective until such time as
the public has been provided an
opportunity to comment via the
proposed rule, and a final rule has been
published. Nevertheless, the system
description below is being updated at
this time to reflect the FBI’s intention to
remove the exemption from subsection
(f) and to add subsection (k).

The FBI has made other changes in an
effort to improve and add clarity. Where
possible, changes have been italicized
for public convenience.

Title 5 U.S.C. 552a(e) (4) and (11)
require that the public must be given 30
days in which to comment on any new
or intended uses of information in this
system of records. In addition, the
Office of Management and Budget
(OMB), which has oversight
responsibilities under the Act, requires
that OMB and the Congress be given 40
days in which to review major changes
to the system.

Therefore, in compliance with the
spirit of these requirements, the public,
OMB, and the Congress are invited to
comment on the new routine use
language being published to provide
more specificity for the routine uses of
information in this system of records.
Comments should be submitted to
Patricia E. Neely, Program Analyst,
Systems Policy Staff, Information
Resources Management, Department of
Justice, Washington, DC 20530 (Room
850, WCTR Building). Comments from
the public must be received by March
21, 1996. No further notice will appear
in the Federal Register unless
comments are received and publication
pursuant thereto is deemed appropriate.

In accordance with Privacy Act
requirements, the DOJ has provided a
report on the modified system of records
to OMB and the Congress.

Dated: February 7, 1996.
Stephen R. Colgate,
Assistant Attorney General for
Administration.

JUSTICE/FBI–009

SYSTEM NAME:
Fingerprint Identification Records

System (FIRS).

SYSTEM LOCATION:
Federal Bureau of Investigation: J.

Edgar Hoover Bldg., 10th and
Pennsylvania Avenue NW., Washington,
DC 20537–9700.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

A. Individuals fingerprinted as a
result of arrest or incarceration.

B. Persons fingerprinted as a result of
Federal employment applications or
military service. In addition, there are a
limited number of persons fingerprinted
for alien registration and naturalization
purposes and a limited number of
individuals desiring to have their
fingerprints placed on record with the
FBI for personal identification purposes.

CATEGORIES OF RECORDS IN THE SYSTEM:
A. Criminal fingerprint cards and/or

related criminal justice information
submitted by authorized agencies
having criminal justice responsibilities.

B. Civil fingerprint cards submitted by
Federal agencies and civil fingerprint
cards submitted by persons desiring to
have their fingerprints placed on record
for personal identification purposes.

C. Identification records sometimes
referred to as ‘‘rap sheets’’ which are
compilations of criminal history
information pertaining to individuals
who have criminal fingerprint cards
maintained in the system.

D. A name index pertaining to all
individuals whose fingerprints are
maintained in the system.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

The system is established and
maintained under authority granted by
28 U.S.C. 534, Pub. L. 92–544 (86 Stat.
1115), and codified in 28 CFR 0.85 (b)
and (j). Additional authority is also
listed below under Routine Uses.

PURPOSE:

The purpose for maintaining the
Fingerprint Identification Records
System is to perform identification and
criminal history record information
functions and maintain resultant
records for Federal, State, local, and
foreign criminal justice agencies, as well
as for noncriminal justice agencies and
other entities where authorized by
Federal statute, State statute pursuant

to Pub. L. 92–544, Presidential executive
order or regulation of the Attorney
General of the United States. In
addition, identification assistance is
provided in disasters and for other
humanitarian purposes.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Identification and criminal history
record information within this system of
records may be disclosed as follows:

1. To a Federal, State, or local law
enforcement agency, or agency/
organization directly engaged in
criminal justice activity (including the
police, prosecution, penal, probation/
parole, and the judiciary), and/or to a
foreign or international agency/
organization, consistent with
international treaties, conventions, and/
or executive agreements, where such
disclosure may assist the recipient in
the performance of a law enforcement
function, and/or for the purpose of
eliciting information that may assist the
FBI in performing a law enforcement
function; to a Federal, State, or local
agency/organization for a compatible
civil law enforcement function; or where
such disclosure may promote, assist, or
otherwise serve the mutual criminal law
enforcement efforts of the law
enforcement community.

2. To a Federal, State, or local
criminal or noncriminal justice agency/
organization; or to other entities where
specifically authorized by Federal
statute, State statute pursuant to Pub. L.
92–544, Presidential executive order, or
regulation of the Attorney General of the
United States for use in making
decisions affecting employment,
security, contracting, licensing,
revocation, or other suitability
determinations. Examples of these
disclosures may include the release of
information as follows:

a. To the Department of Defense,
Department of State, Office of Personnel
Management, or Central Intelligence
Agency, when requested for the purpose
of determining the eligibility of a person
for access to classified information or
assignment to or retention in sensitive
national security duties. 5 U.S.C. 9101
(1990);

b. To Federal agencies for use in
investigating the background of present
and prospective Federal employees and
contractors (Executive Order 10450),
including those providing child-care
services to children under age 18 at
each Federal agency and at any facility
operated by or under contract by the
Federal Government. 42 U.S.C. 13041
(1991);
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c. To State and local government
officials for purposes of investigating the
background of applicants for
noncriminal justice employment or
licensing purposes if such investigation
is authorized by a State statute that has
been approved by the Attorney General
of the United States. (The Attorney
General has delegated to the FBI the
responsibility for approving such State
statutes.) Examples of applicants about
whom FIRS information may be
disclosed include: Providers of services/
care for children, the elderly, or
disabled persons; teachers/school bus
drivers; adoptive/foster parents; security
guards/private detectives; State Bar
applicants; doctors; and explosives
dealers/purchasers. Pub. L. 92–544, 86
Stat. 1115;

d. To officials of State racing
commissions for use in investigating the
background of an applicant for a State
license to participate in parimutuel
wagering. Officials of State racing
commissions in States with a State
statute that has been approved under
Pub. L. 92–544 may submit fingerprints
of the applicant to the FBI through the
Association of State Racing
Commissioners International, Inc.
Results of a criminal record check are
returned to each State racing
commission designated on the
fingerprint card. Pub. L. 100–413, 102
Stat. 1101;

e. To officials of Indian tribal
governments for use in investigating the
background of an applicant for
employment by such tribes in a position
involving regular contact with, or
control over, Indian children. Officials
may submit fingerprints to the FBI
through the Bureau of Indian Affairs
and the results of the criminal record
check are returned to the Bureau of
Indian Affairs for transmittal to the
appropriate tribal government. Pub. L.
101–630; 25 U.S.C. 3205; 25 U.S.C.
3207;

f. To designated chief law
enforcement officers (CLEO) via full
access to the FIRS name index for the
purpose of determining if an applicant
is prohibited from purchasing a firearm
as provided in the Brady Handgun
Violence Prevention Act. Pub. L. 103–
159. Additionally, criminal justice
officials may use the FIRS name index
for making firearms related background
checks when required to issue firearms
related licenses or permits according to
a State statute or local ordinance.
Fingerprint card submissions for this
noncriminal justice purpose, as well as
for other firearms related permits, are
processed pursuant to Pub. L. 92–544 as
set out under 2.c. above. Pub. L. 103–
159; 18 U.S.C. 922;

g. To officials of Federally chartered
or insured banking institutions for use
in investigating the background of
applicants for employment or to
otherwise promote or maintain the
security of those institutions. Pub. L. 92–
544; 86 Stat 1115;

h. To officials of the Securities and
Exchange Commission (SEC) and to self-
regulatory organizations (SRO)
designated by the SEC for use in
investigating all partners, directors,
officers, and employees involved in the
transfer/handling of securities at every
member of a national securities
exchange, broker, dealer, registered
transfer agent, and registered clearing
agency. (The SROs are: American Stock
Exchange, Boston Stock Exchange,
Chicago Board Options Exchange,
Midwest Stock Exchange, New York
Stock Exchange, Pacific Stock
Exchange, Philadelphia Stock
Exchange, and the National Association
of Securities Dealers.) 15 U.S.C.
78q(f)(2) (1990);

i. To officials of the Commodity
Futures Trading Commission (CFTC)
and the National Futures Association
for use in investigating the background
of applicants for registration with the
CFTC as Commodity dealers/members
of futures associations. Such applicants
include futures commission merchants,
introducing brokers, commodity trading
advisors, commodity pool operators,
floor brokers, and associated persons. 7
U.S.C. 12a (1992); 7 U.S.C. 21(b)(4)(E).

j. To officials of the Nuclear
Regulatory Commission (NRC) for use in
investigating the background of each
individual who is permitted unescorted
access to a nuclear utilization facility
(nuclear power plant) and/or who is
permitted access to information relating
to the safeguarding of such facilities. 42
U.S.C. 2169 (1992)

3. To the news media and general
public where there exists a relevant and
legitimate public interest (unless it is
determined that release of the specific
information in the context of a
particular case would constitute an
unwarranted invasion of personal
privacy) and where disclosure will serve
a relevant and legitimate law
enforcement function, e.g., to assist in
locating Federal fugitives, and to
provide notification of arrests. This
would include disclosure of information
in accordance with 28 CFR 20.33 (a)(4)
and (c), and 50.2. In addition, where
relevant and necessary to protect the
general public or any member of the
public from imminent threat to life,
bodily injury, or property, such
information may be disclosed.

4. To a Member of Congress or staff
acting on the Member’s behalf when the

Member or staff requests the
information on behalf of and at the
request of the individual who is the
record subject.

5. To the National Archives and
Records Administration and the General
Services Administration for records
management inspections and such other
purposes conducted under the authority
of 44 U.S.C. 2904 and 2906, to the
extent that such legislation requires or
authorizes the disclosure.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
A. The criminal fingerprint cards and

related criminal justice information are
stored in both automated and manual
formats. The manual records are in file
cabinets in their original state or on
microfilm.

B. The civil fingerprint cards are
stored in an entirely manual format.

C. The identification records or ‘‘rap
sheets’’ are mostly automated but a
significant portion of older records are
manual.

D. The criminal name index is either
automated or on microfilm while the
civil name index is entirely manual.

RETRIEVABLITY:
(A) Information in the system is

retrievable by technical fingerprint
classification and positive identification
is effected only by comparison of
unique identifying characteristics
appearing in fingerprint impressions
submitted for search against the
fingerprints maintained within the
system.

(B) An auxiliary means of retrieval is
through name indices which contain
names of the individuals, their birth
date, other physical descriptors, and the
individuals’ technical fingerprint
classification and FBI numbers, if such
have been assigned.

SAFEGUARDS:
Information in the system is

unclassified. Disclosure of information
from the system is made only to
authorized recipients upon
authentication and verification of the
right to access the system by such
persons and agencies. The physical
security and maintenance of
information within the system is
provided by FBI rules, regulations and
procedures.

RETENTION AND DISPOSAL:
(A.) The Archivist of the United States

has approved the destruction of records
maintained in the criminal file when the
records indicated individuals have
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reached 99 years of age, and the
destruction of records maintained in the
civil file when the records indicate
individuals have reached 99 years of
age. (Job. No. N1–65–95–03)

(B.) Fingerprint cards and related
arrest data in the system are destroyed
seven years following notification of the
death of an individual whose records is
maintained in the system. (Job No. N1–
65–95–03)

C. The Archivist has determined that
automated FBI criminal identification
records (rap sheets) are to be
permanently retained. Thus, at the time
when paper identification records
would have been eligible for destruction,
automated FBI criminal identification
records are transferred via magnetic
tape to NARA.

D. Fingerprint cards submitted by
State and local criminal justice agencies
are removed from the system and
destroyed upon the request of the
submitting agencies. The destruction of
a fingerprint card under this procedure
results in the deletion from the system
of all arrest information related to that
fingerprint card.

(E.) Fingerprint cards and related
arrest data are removed from the
Fingerprint Identification Records
System upon receipt of Federal court
orders for expunctions when
accompanied by necessary identifying
information. Recognizing lack of
jurisdiction of local and State courts
over an entity of the Federal
Government, the Fingerprint
Identification Records System, as a
matter of comity, destroys fingerprint
cards and related arrest data submitted
by local and State criminal justice
agencies upon receipt of orders of
expunction directed to such agencies by
local and State courts when
accompanied by necessary identifying
information.

SYSTEM MANAGER(S) AND ADDRESS:
Director, Federal Bureau of

Investigation, 10th and Pennsylvania
Avenue NW., Washington, DC 20535.

NOTIFICATION PROCEDURE:
This system of records has been

exempted from subsections (d) and
(e)(4)(G) pursuant to subsections (j)(2),
(k)(2), and (k)(5) of the Privacy Act.

RECORD ACCESS PROCEDURE:
This system of records has been

exempted from subsections (d) and
(e)(4)(H) pursuant to subsections (j)(2),
(k)(2), and (k)(5) of the Privacy Act.
However, pursuant to 28 CFR 15.30–34
and 20.34, an individual is permitted
access to his identification record
maintained in the Fingerprint

Identification Records System and
procedures are furnished for correcting
or challenging alleged deficiencies
appearing therein.

CONTESTING RECORD PROCEDURE:

Same as above.

RECORD SOURCE CATEGORIES:

Federal, State, and local agencies. See
Categories of Individuals.

SYSTEMS EXEMPTED FROM CERTAIN PROVISIONS
OF THE ACT:

The Attorney General has exempted
this system from subsections (c) (3) and
(4); (d); (e) (1), (2), (3), (4) (G) and (H),
(5) and (8); and (g) of the Privacy Act
pursuant to 5 U.S.C. 552a(j)(2). In
addition, the Attorney General has
exempted this system from (c)(3), (d),
(e)(1), and (e)(4) (G) and (H), pursuant
to (k)(2) and (k)(5). Rules have been
promulgated in accordance with the
requirements of 5 U.S.C. 553 (b), (c) and
(e) and have been published in the
Federal Register.
[FR Doc. 96–3678 Filed 2–16–96; 8:45 am]
BILLING CODE 4410–02–M

Antitrust Division

Notice Pursuant to the National
Cooperative Research and Production
Act of 1993; Corporation for Open
Systems International

Notice is hereby given that, on
October 17, 1995, pursuant to Section
6(a) of the National Cooperative
Research and Production Act of 1993,
15 U.S.C. 4301 et seq. (‘‘the Act’’), the
Corporation For Open Systems
International (‘‘COS’’) has filed written
notifications simultaneously with the
Attorney General and the Federal Trade
Commission reflecting changes in the
membership of COS and in the
membership and activities of certain
existing COS Executive Interest Groups
(‘‘EIGs’’). The notifications were filed
for the purpose of extending the Act’s
provisions limiting the recovery of
antitrust plaintiffs to actual damages
under specified circumstances. The
changes are as follows. First, Southern
Company Services, Birmingham, AL,
ceased its membership in COS effective
July 26, 1995. Second, the following
companies became Associates of the
Digital Video Home Terminal EIG on the
dates indicated: ANTEC Digital Video,
Norcross, GA, on October 1, 1995; Bell
South, Atlanta, GA, on August 23, 1995;
and International Business Machines
Corporation, Somers, N.Y., on
September 5, 1995. Third, the SONET
Interoperability Forum, a COS EIG,

ceased activities under COS effective
August 8, 1995.

No other changes have been made in
either the membership or planned
activity of COS. Membership in this
group research project remains open,
and COS intends to file additional
written notification disclosing all
changes in membership.

On May 14, 1986, COS filed its
original notification pursuant to Section
6(a) of the Act. The Department of
Justice published a notice in the Federal
Register pursuant to Section 6(b) of the
Act on June 11, 1986 (51 FR 21260).

The last notification was filed with
the Department on August 7, 1995. A
notice was published in the Federal
Register pursuant to Section 6(b) of the
Act on December 5, 1995 (60 FR 62259).
Constance K. Robinson,
Director of Operations, Antitrust Division.
[FR Doc. 96–3676 Filed 2–16–96; 8:45 am]
BILLING CODE 4410–01–M

Notice Pursuant to the National
Cooperative Research and Production
Act of 1993; Research and
Development in Field Emission Display
Technologies

Notice is hereby given that, on
November 6, 1995, pursuant to Section
6(a) of the National Cooperative
Research and Production Act of 1993,
15 U.S.C. 4301 et seq. (‘‘the Act’’),
participants in the Field Emission
Display Consortium (‘‘FED
Consortium’’) for the Technology
Reinvestment Project, Agreement No.
MDA972–95–0026, have filed
notifications simultaneously with the
Attorney General and Federal Trade
Commission disclosing (1) identities of
the parties and (2) the nature and
objectives of the technology research
and development agreement of the FED
Consortium. The notifications were filed
for the purpose of invoking the Act’s
provisions limiting the recovery of
antitrust plaintiffs to actual damages
under specified circumstances. Pursuant
to Section 6(b) of the Act, the identities
of the parties to the FED Consortium are
Texas Instruments Incorporated, Dallas,
TX; Raytheon Company, Tewksbury,
MA; Lockheed Sanders, Incorporated,
Nashua, NH; EG&G Power Systems,
Covina, CA; MRS Technology
Incorporated, Chelmsford, MA; and
Georgia Tech Research Corporation (for
the Georgia Institute of Technology),
Atlanta, GA. The objective of the FED
Consortium is to conduct research in the
area of Field Emission Displays (‘‘FED’’)
for a limited duration, pursuant to a
cooperative agreement with the
Advanced Research Projects Agency


		Superintendent of Documents
	2016-04-21T11:18:52-0400
	US GPO, Washington, DC 20401
	Superintendent of Documents
	GPO attests that this document has not been altered since it was disseminated by GPO




